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Thanks for choosing the Ezlo Secure

You've taken the first step toward making
your home smarter and safer.

It's easy to set up your hub.
Here is what you have to do.



SET UP

For starters, your Ezlo Secure hub operates on
the Vera app.

Install the Vera app on your mobile device. Just
look for the \/ in the iOS App Store or on
Google Play.

If you already have the Vera app, just log in.

If you just downloaded the app, tap on New to
Vera and select Ezlo Secure from the list of
controllers.

If you already have an account, tap Add New
Controller and select the Ezlo Secure from the
My Controllers list.




Next, connect the A/C power adapter to your Ezlo Secure.
Once it is powered on, the LED should slowly change from

green to blue.

Wait for a steady blue light before proceeding.
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The Ezlo Secure supports both wired and e =

PREPARE

wireless setup. Select your preferred option
and follow the prompts. 2

Follow these steps to connect your Ezlo
Plus using wireless setup

Wireless setup

v

Follow these steps to connect your Ezlo
Plus using wired setup

Congratulations! Your Ezlo Secure is now connected and its
LED will remain steady blue.

If you don't already have one, it's time to create your
account. The app will walk you through it.



Make your home safer. Make your life easier.

The Ezlo Secure lets you control Z-Wave™, Zigbee, and
Wi-Fi devices from a single app. When you add devices
such as lights, thermostats, sensors, cameras, and door
locks to your Vera system, you'll be able to enjoy greater
comfort and peace of mind with just a touch.

Control your home from anywhere.

The Vera app offers some key features that help you
simplify things at home and help you keep an eye on things
when you're away.

& Modes

Modes give you the power to control all your devices with a
single tap. There are pre-set modes for Home, Away, Night,
and Vacation.

¥ Scenes

The true power of home automation is when your home
can do things for you. With Scenes you can schedule your
lights to turn off when you leave for work in the morning,
or to fade up as day turns to night.

A Notifications

Your Vera system can send push notifications and emails to
let you—or other users—know about what's going on at
home.



Need help setting up?

You can reach our Customer Care team seven days a week
at 866.966.2272 between 6am and 10pm US CST/EST* or
at support@getvera.com

You can also purchase our Vera Easy Start service and get
one hour of personalized setup assistance through a phone
call with one of our most experienced agents.

Visit getvera.com to learn more.

To find the complete User Guide, as well as information
about the products FCC/IC registration, visit getvera.com/
support and click on “Downloads, Firmware & Manuals."



Inclusion and Exclusion

Your Ezlo Secure Controller can work with all Z-Wave
devices, such as sensors, alarms, door locks, thermostats,
etc. Over a thousand Z-Wave devices are available from
many brands. (Z-Wave is a wireless communications
system; check the package or specs to see if a device uses
Z-Wave.)

The Ezlo Secure can be operated in any Z-Wave network
with other Z-Wave certified devices from other
manufacturers. All mains operated nodes within the
network will act as repeaters regardless of vendor to
increase reliability of the network

Before Ezlo Secure can control a device, it must be
included into the Vera system.

Vera Custom Device Wizards are available for select
devices that pass stringent Vera Labs testing for
compatibility and quality. The Custom Device Wizards
make Inclusion/Exclusion easiest, with specific details for
each device. A list of these devices is available and
updated at https://ezlo.com/device-compatibility/

For all other Z-Wave devices, a Generic Device Wizard is
used for Inclusion/ Exclusion. A Generic Device Wizard is
available for each device category (thermostats, sensors,
alarms, etc.)



Adding Z-Wave Devices to your Ezlo Secure

Before Ezlo Secure can control a device, it must be added
into the system.

Start using your Ezlo Secure by adding devices like lights,
thermostats, sensors, and more. Just tap the menu icon at
the top left of the dashboard, select Devices, and then tap
the + sign to launch the Device Pairing Wizard.

1.  From your Dashboard, go to Devices > tap on the +in
the top right corner and select or search the name or
type of device that you wish to pair with your Ezlo
Secure.
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2. To add a generic Z-Wave device, select the
Generic Z-Wave device from the device
categories.

Done Device Wizard

! Dimmers and Lights

Door Locks

Doorbells
ﬁ[ Garage Doors
@ Generic Z-Wave device
Hand Held

Keypads

Other Devices

Other Zighee device

3. To add the device
with your Ezlo
Secure, if the

Device Wizard

Step 2: Pair Your Device

R

. o

deVICe I’eq U I reS If the device requires assembly read the manual
and follow the assembly instructions there and
th the device,

Ossem bly reqd the First you will need to add this device to your S

system by pairing it with MiO5 unit, Click "Next’ —
to get started,
manual, follow the e ]

assembly
instructions there,
power the device,
and click Next.




4.

3.

Once the blue message at the top of the
page says Add new device now, follow the
process as described in the user manual.

If successful, you will get a blue message
at the top of the page saying Device was
configured and a Device Detected
message.

Add new devices now...

Step 2: Pair Your Device

For best results this initial pairing should be
done within 3 meters (10 feet) of your controller,
After it has been added you can move it to the
desired location. | will notify you when the
device is added. The controller is now ready to
pair.

Follow the inclusion process as described in the
users manual,

If you are sure that you are following the
instructions and have tried several times to
make the device pair but it still will not add, then
perhaps the device was already added to
another system and needs to be reset first.

00:59

Retry

Pairing your device. Please wait.

Step 2: Pair Your Device

For best results this initial pairing should be
done within 3 meters (10 feet) of your controller.
After it has been added you can move it to the
desired location. | will notify you when the
device is added. The controller is now ready to
pair.

Follow the inclusion process as described in the
users manual.

If you are sure that you are following the
instructions and have tried several times to
make the device pair but it still will not add, then
perhaps the device was already added to
another system and needs to be reset first,

00:49

Retry




6. To finish, choose a
name for the new
. Step 3: Name Your Device
device, add the - .
deViCG to u|I| Device Detected!
fovorites The device was added.

Device Wizard

Carce

Mame

Bedroom
Now you can name the device and indicate what

(optional), edit the room you will put it in.
name, assign it to
O I'OOm, Ond CIiCk DoorfWindow Sensor 6

Click Star to Pin to your Dashboard.

Name:

I'm done adding Select Roomn

devices. e ]

Note: If the device was previously included with a different
Z-Wave system, you'll need to exclude it before adding it
with your Ezlo Secure. (You may also need to do this if you
have problems Inclusion/Exclusion the first time.) Press the
Retry button to start the exclusion process. Once the
device is excluded, add it by following the inclusion steps.



Adding a Z-Wave Device to Ezlo
Secure (SmartStart adding)

With SmartStart, you can add Z-Wave devices
automatically by scanning their QR codes.

1.  From your Dashboard, go to Devices > tap
on the + in the top right corner.

2. Select the Z-Wave SmartStart entry. Tap
on the Arrow next to the text.
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On the box of your device, you should find a QR code,
usually labeled with a SmartStart title. When you
select "Z-Wave SmartStart"” in the iOS app, the camera
of your phone will be turned on to scan the QR-code.
Once a QR code has been scanned the adding process
starts.

Scan device QR code

QR code can ba found on the box of your device
usually labeded with Srman Start title,

Scan device QR code

QR code can be found on the box of your device
usually labeled with Smart Start title.

Enter DSK code manually Eniter DSK code




4. The device is added to the system and you
will see a Set Up Device screen. To
continue, choose a name for the new
device, edit the name, assign it to a room,
and click Continue.

5. Select the connection. S2 Access -
selected by default

6. Select the inclusion type - SmartStart. Tap
on the Continue button.

< Set up device

Device name

Slitinto NX-SP201

Room

No room

Continue

< Connection

u Slitinto NX-SP201

19576

Connection security
Connettion between hub and deves will have

advanced security leval and enobles additional
functionality.

52 Access
Full securit

Advanced options I's

Inclusion type

You ean select between outormotic inchssion using
tha Smvart Start or add device manually with
Classic Z-Wawve inclusion.

Smart start o

Continue




7. Select another connection security type.
Enable the toggle to see the list with all
connection types available. Once you've
selected the type of encryption, tap on
Continue.

« S2 - Access - Full security

+ Access Control - Encrypted connection

« S2 - Authenticated - Encrypted
connection

« S2 - Unauthenticated - Encrypted
connection

« SO - Encrypted connection

If the S2 Access is checked, by default all
options under Advanced are checked.

If the S2 Access is unchecked, all options
under Advanced are unchecked.

You are able to select whichever options
you choose from the Advanced list.

< Connection

E Slitinte NX-SP201

Connection security
Connaction betveen hub and devios will have

odvanced sacurity leval ond enobles additional
functiomolity.

g

Adwanced options

Inclusion type

e oon select between outamatic inclesion USInNG
tha Smort Start or add device manually with
Classic Z-Wawve inclusion.

Smart start O-

Classic Z-Wave

Continue

Scan mere devices

* Connection security

E Maw device

Select connection security

Connaction betwaeen hub and device will have
advanced security level and activates additional
functiconality
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8. Inthe next step, you will see the
confirmation screen that your device is
ready.

Just turn on your device and it will be V4
added automatically. You can check the
SmartStart device state in Settings.

Your device is ready

Just turn OM your device and it will be included
automatically. You can check the Smart Start
devices state in Settings.

9. Turn on your device. You will get a push
notification New device available.

Tap on the notification and the VeraMobile e

app is opened to the list of SmartStart
devices.

‘ New device available

Y Lamp 2
 Noroom
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10. On the SmartStart devices, you can see all
added devices with statuses.

Smart Start Devices Q,

If you delete devices fram this list you can continue
use thern, but they won't ba included automatically if
you exelude them,

Slitinto NX-5P201

DiSK: 67345 *=* 09850

New device

Oaher system device ‘ .i ’




To manage all SmartStart devices you

scanned you need to tap on the side menu, tap *f )
on Settings. Men!;a

EzloPlus
Chent number 80000441

Dashboard

Ropoms

Ezio W™
Ments

Usars

Satiings

My Controliers

Logout

On the settings screen, tap on SmartStart
Devices.

= Settings

CONTROLLER

Network
Tech Support
Security

Smart Start Devices

APPLICATION

PIN Codes

New Dashboard Ul 0

Toggle between the new and old dashboard, with all of
your configuration intact.




If you don't have any device that has
SmartStart support, you will see an empty
SmartStart Devices screen. Also, from this
screen, you can add a SmartStart device by
tapping the Add a SmartStart device button.

If you added at least one Z-Wave device via
SmartStart, you will see a SmartStart Devices
screen with a list of devices.

Smart Start Devices

Mo smart start devices
scanned yet

Here you will see all the smart start
devices you have included to this
controller or the ones you scanned the
QR codes for,

Add a smart start device

Smart Start Devices Q

If you delete devicas from this list you can continue 1o
use them, but they won't be included automatically if
you exclude them,

Slitinto NX-SP201
DSK: BF345 *** 00899

New device

DEK: 12245 *** 0DETE

Lamp 2 G
DEK: 67345 *** 00809 Falled G)
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Tap on the Info button and see the device
details in an additional screen.

On this screen you can change the device
name, the encryption connection, and the
inclusion type. To change the encryption
connection, tap on the > button.

Once you press the > button, the connection
security screen will be opened. You will see the
list of all available connections types under
Advanced options

« S2 - Access - Current connection

S2 - Authenticated - Encrypted connection
S2 - Unauthenticated - Encrypted
connection

SO - Encrypted connection

CSA - Client side authenticated

You can select as many options as you like.

If S2 Access is checked by default, all options
under Advanced are checked. IS2 Access is
unchecked, then all options under Advanced
are unchecked.

To apply the changes, you need to remove and
add this device again.

< Device details

Device name

Slitinto NX-5P201

S2-Unauthentificated
52 Access

Smart start

12345 09876 09876 12345
12345 09876 12345 09876

®

Please check if your device is powered on
and placed near this controller or another
Z-Wave powered device.




Tap on the save button. The changes are saved
and if there is a new type of connection
selected, you will see in the device details and
the current connection. Below it you will see a
message Please re-include this device to apply
the following connection and the connection
types selected previously. These changes will
be applied only after you re-include the device.

Connection security

52 Access

Advanced options
Access Control

S2-Authentificated

Tao apply the changes you need to exclude
and include this device again,

4 Connection security L4 Connection security < Device details

52 Access 52 Access
Full Secusity Full Security Device name

Slitinto NX-5P201

Advanced options Advanced options

S2-Unauthentificated
Access Control Access Control
Encrypbed connection Ereru b o o

52 Access (current)
S2-Authentificated
Encrypied connectio:

S2-Authenticated
$2-Unauthenticated

52-Unauthenticated 52-Unauthenticated

Encrypbed conmnectio Encrypted connectio

DSK code
12345 09876 09876 12345
12345 0987612345 02876

50
Encrypbed conmection

Included

®

To apply the changes you need to exclude To apply the changes you need to exclude
and include this device again, and include this device again.




On the device details screen you can see the device status:

¢ Included

« Pending - Please check if your device is powered on and
placed near this controller or another Z-Wave powered
device.

+ Failed - Please remove the device from your system and
try again. After you scan the QR code, make sure when
you power ON the device, it is placed near this
controller or another Z-Wave powered device.

« Other system device - To add the device to this
controller you have to first delete the SmartStart entry
and remove the device from the current controller. After
that, you have to add the device to this controller.

« Add manually - When Z-Wave classic connection type is
used you need to add the device manually.



Device details

Device name

Slitinto NX-5P201
Salected Encryplion connection
S2-Unauthentificated

Current Encryption connection

52 Access

Inglusion type

Smart start
OSK cade

12345 09876 09876 12345
12345 09876 12345 09876

Status

Pending

®

Device details

Device name

Slitinto NX-5P201
seleClted Ercryphion conneciion
52-Unauthentificated

Currefit Encryplish Connection

52 Access

Smart start

JSK GOoe
12345 09876 0987612345
12345 0987612345 09876

Failed

®

Please check if your device is powered on Please exclude the device from your system

and placed near this controller or another and try again. After you scan the OR code,

Z-Wave powered device. make sure when you power ON the device, it
is placad near this controller or anather

Device details

Device name

Slitinto NX-SP201
Selurted Ereryplion connection
S2-Unauthentificated

Current Encryption conneciio

52 Access

fusion typa
Smart start
VSK code

12345 09876 09876 12345
12345 09876 12345 09876

Satus

Other system device

®

Z-Wave powered device,

Device details

Device name

Lamp 5
Salected Encryption canrection
S2-Unauthentificated

Current Encryption connestion

52 Access

Il usian type

Z-Wave classic

DSH code

12345 09876 09876 12345
12345 09876 12345 09876

Salis

Add manually

®

When Z-Wave classic connection type is

Ta include the device to this controller you
used you need to add device manually.

have to first delete the smart start entry and
exlude the devica from the currant controller.

After that you have to include the device to
this controller.




To change the inclusion type tap on > button and select the
inclusion type

« SmartStart: The device will be added via SmartStart
flow

« Z-Wave classic: tap the Add manually button and add
the device via Z-Wave generic flow

L4 Device details ¢ Device details

Device name Device nama

Slitinto NX-SP201 Slitinto NX-5P201

S2-Unauthentificated 52-Unauthentificated

Inclusion type
52 Access nclusion ty 52 Access

Smart start Smart start Z-Wave classic

Z-Wave classic 5 ad
12345 09876 09876 12345
12345 09876 12345 09876

12345 09876 09876 12345
12345 09876 12345 09878

®

Please check if your device is powered on
and placed near this controller or another
Z-Wave powered device.

When Z-Wave classic inclusion type is used
you need to add device manually.

Add manually




If you were unable to add a SmartStart device
by scanning the QR code, you can add it
manually. Tap on the button Enter DSK code
manually.

Scan device QR code

QR code can be found on the box of your device
usually labeled with Smart Start title.

Enter DSK code manually




Enter the 40 digits of
the DSK code shown

on the box of your

device. Make sure this

code belongs to a

SmartStart device for
automatic inclusion.

Once you have

entered all 40 digits,

tap Continue.

Enter DSK code

Enter the 40 digits of the DSK code shown on
the bax of your device. Make sure this code
belongs to a smart start device for automatic
inclusion.

00000 00000 XK KKK

MO0 D000 MXKXX MO0XX

Enter DSK code

Enter the 40 digits of the DSK code shown on
the box of your device. Make sure this code
belongs to a smart start device for automatic
inclusion.

BEOZ3 OO0 200000 00X

JOOOCC 0000 000K XXXXX

Enter DSK code

Enter the 40 digits of the DSK code shown on
the box of your device. Make sure this code
belongs to a smart start device for automatic
inclusion.

Enter DSK code

Enter the 40 digits of the DSK code shown on
the box of your device. Make sure this code
belongs to a smart start device for automatic

inclusion.

JOOKXK XK MUK XXXXX
MOOOOK X000 XK 000K

Continue




The device is added to the system and you will
see a Set Up Device screen.

< Set up device

Device name

Slitinto NX-SP201

To continue the flow, follow the previously
described steps. Room

No room

Continue




How to add S2 only
(non-SmartStart)
devices via the SmartStart flow

1.  From your Dashboard, go to the Devices
screen and tap on the + icon in the top
right corner.

2. Select the Z-Wave SmartStart entry. Tap
on the Arrow next to the text.

Devices Q O +
By Foom By Typs
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3. On the box of your device, you should find a QR code,
usually labeled with a SmartStart title. Use the camera
of your phone to scan the QR code. Once the device's
QR code has been scanned, the inclusion process
begins.

< Smart start devices

rt if prompted.

Scan device QR code

QR code can be found on the box of your device
usually labeded with Sman Start tite,

Scan device QR code

QR code can be found on the box of your device
usually labeled with Smart Start title.

Enter DSK code manually Ernilzy :




4. The device is added to the system and you
will be taken to the Set Up Device screen.
To continue, choose a name for the new
device, edit the name, assign it to a room,
and click “Continue”.

5. Select the connection. S2 Access
is selected by default.

6. Tap on the Add manually now button
or scan more devices.

< Set up device

Device name

Slitinto NX-5P201

Room

No room

Continue

< Connection

m fftinw N_:_':.-SF‘2Q‘1 G}

LERFRE] (=0 )

Connection security

Connection batween hub and davice will hove
advanced security level and enables additional
functionality.

52 Acoess

Advanced options

Fuil list of security options

Inclusion type

£2 device can only be oddad marwally using tha
Classic Z-Wave inclusion. You can odd it now or
later using the Smart Start Devices list in settings,

Classic Z-Wave

Add monually now




7. The device will be added to the
SmartStart device list.

8. Go to the SmartStart Devices list and
select the device with the status Add
manually and tap on the info icon.

9. Rename the device if needed and tap
on the Add manually button.

10. Add the device via the Z-Wave
generic flow.

Smart Start Devices Q

It you delete devices from this list you can continue to
use tham, but they won't be included automatically if
you exclude them,

Slitinto NX-5P201

JSK: 67345 "7 09809

MNew device
DSK: 12345 *** 00876

Lamp 2
DSK: 87345 *** 09899

Lamp 3
DSK: 67345 *=* 09899 Other system device
Lamp 4

DSK: 67345 *** 09809

Lamp 5

DSK: 67345 ** 0080

4 Device details

Device name

Lamp &

Selecied Encryption cannactian
S2-Unauthentificated

Current Encryption connactic
52 Access
Z-Wave classic

DSk code
12345 09876 09876 12345
12345 09876 12345 09876

Add manually

®

When Z-Wave classic connection type is
used you need to add device manually.




How to remove a Z-Wave device

from an Ezlo Secure =
Bedroom
1. From the list of devices, tap on the @axrc
selected device and go to that device's s
settings.

Kitchen

= Light Leve| Sensor
@ 0.0%

Mation Sensor
G

Mo room

t ' Amazon Alexa

= Fibaro Wall Plug
0 Ot
Dewce failed to communicate

2. On the device settings page press delete
£ Motion Sensar

device. N

Mation Senzar

Assigned to Room

Kitcher




3. Select unpair if your device is still connected to your

network, and delete if the device is no longer

connected.

d. Unpair will redirect you through the excluding
wizard of the device. You need to have physical
access to the device as well.

b. Delete will simply delete the device from your
Vera dashboard. This is used when the device is
no longer present in your network.

< Motion Sensor
Device name

[wums«w

Assigned to Room
o Ream

I your haved the dovice and it is s1ill
working and you want ba remava it
rom thes system click Ungalr. Else,
tha davice i missing or malfurctianing
wou can click Daelete 1o remave it
without gaing through tha unpalring
prosess.

Cancel
Delete

Unipair

Unpair your device

The controller is ready to remove the device and
reset it

Please follow the devices exclusion instructions as
described i the manual That came along with it

Step 2! Pair Your Device

If you still have the device and it is functional you
shauld rermove it b‘y unpairing it pn;,::;-urly_ which resets
the device $0 it can be included on ancther netwark
and does not interfere with ather devices on this
network. If you are sure that the device is missing or
broken and will not respond again, then we can purge
It. This may take a few minute as we must first scan
the network to be sure the device is not still
responding. IFitis, the purge will abort and you wil
hanee to remaove the device by resetting it




Note: Please make sure you choose the appropriate
removal procedure based on your scenario. Using Delete on
a device that is still powered and present in your network
will cause the device to push itself back into your
dashboard. This method does not reset the device's
memory. Unpairing does.

The unpairing procedure is usually the same as the pairing
procedure, but it requires that you have physical access to
that device. For the devices that have a pairing button, it
usually involves pressing that button a number of times.
Check the device manufacturer manual as well. Sometimes
the procedure needs to be repeated a number of times if
the device is not paired with your first attempt.

4. If the unpairing was successful and the
device was detected, you will get the
following confirmation screen:




How to Connect Ezlo Secure to
Another Z-Wave controller (Learn
Mode)

Add an Ezlo Secure to another
Z-Wave network

1. Go to the Settings from the side menu.

2. From the Settings, tap on Learning Mode.
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3. To add this hub as a secondary controller,

. < Learning mode
tap on Enable Learning mode.

Learning mode

Tap on "Enable learning mode” button to add

Note: Keep the controller powered during tis > aa asecondary b
. . Keep controller powered and near each others
the inclusion process. durg the ncuskon precese.

Enable learning mode

4. Once you press Enable Learning mode, you
will see the Learning mode process is
started. It may take a few minutes.

Learning mode

:\l/

Learning mode

Keep controller powered and near each
others during the inclusion process. This
may take few minutes.




5. On the screen with a Learning mode process, you will
see DSK code (contains 5 digits).

The Z-Wave S2 DSK PIN 5 digits are located on the
bottom of the Ezlo Secure. You can also find the full
DSK on the package box.
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6.

7.

Copy this code and enter in the 3rd party
app to add your controller as a secondary
controller with a secure connection.

In the next step, you will see the progress
while the controller is being added as a
secondary controller in case the process
didn't finish.

Learning mode

Qv

Learning mode

Keep controller powered and near each
athers during the inclusion process. This
may take few minutes.

83458 24563 1224

92657 12121 7536

83455

Copy code

Enter this code in the 3rd party app to add
your controller as secondary controller with
security connection.

:\lf
I,I

Including controller..

Keep controller poweared and near each
others during the inclusion process. This
may take few minutes,




Once the inclusion is successfully finished you can start
the Controller Copying process.

"Controller Copying is the process of updating network
information from a primary controller to secondary
controllers, such as node list and routing information.
These steps are usually not required unless you have a
multiple controller network. To initiate this process,
start the Add Mode on the primary controller and the
Learn Mode on the secondary controller. All Z-Wave
network relevant information will be updated for the
secondary controller.”

Tap on the Start discovery button.

Device discovery

Wa need to scan your 2-Wave network
o discover the devices.

Diaoover all device may take few
minutes.




10. The discovery process has been started
and you can see how many devices are
discovered in the Z-Wave network

Note: Discovering devices may take a
few minutes

11. Discovered devices will appear on the list
of discovered devices. You can rename the
discovered devices and assign them to a
room. If you don't want to rename or
assign to a room, just tap the Finish
button.

:\I/

1of 6 devices discovered

We found & devices in this network.
Discover all device may take few minutes.

Discovered devices

You can rename the discovered devices and
assign them 1o & ream.

¢ Ughtbulb

4 Iran plug

' Kitchen plug

-
| Tablelamp

Battery-powerned devices

The baterry-powsred devices will be displayed in
your davice list as “Unknown davice” for now. In
2030 min the information will appear and you
will be able to rename and asskgn them to a reom.

Unknown device




12. To rename a discovered device or assign it
to a room, select and tap on the device. N
Edit the device name in the field Device Light bulb
Name. To assign to a room, select the
room from the list or create a new one,
following the previously discussed process.




Add another Z-Wave controller to an Ezlo
controller's network

To add another controller to the existing
Z-Wave network:

1. Go to side menu — Devices

2. Taponthe +

Devices O

u i
vera - wn
Smarler Home Conbol Bedroom o

— Living room

Ezlchub -
~ - Aeotec M
Clignt number 90000441 @5 100

U Ughtbul

Dashbxoand

_—

Light Leve
@ 14, Dfux

Scenes

Rooms
Temperal
Ezle VO™ (0 s

UV Senso

Setlings
Kitchen
My Controllers —

= Fibaro Wr

Legout Q o.0mait
Revice failer

Mo room

{ J Amazon #




3. Select from the list Controller and tap on it

Add new device

. Z-Wave Sman Start
ou can inchuc 2-Yov devces
4 ety fry sesvny P O coies

-

Canmeras

8
i
2
)

Dirmmers and Lights

Daar Locks

Daorbells

®

Energy




4. This option allows you to add another controller to your
Z-Wave network. Tap Ready to include. When you tap
Ready to Include the countdown of 60 seconds will

appear.

Follow the instructions to activate the learning mode
inside the controller's application. This function is
usually located in the app settings or in the hub

settings.

Note: Please make sure the controller you want to add
doesn't have any Z-Wave devices added to it

Add Controller

This optien alows you 10 &0 a Secondary
coniraller ta your Z-Wave network.

Plaase maka sura tha contraliar you want 1o add
doesn’l have ary Z-Wave devices included 1ot

Ward to add an Exo Comralar ?
Add Ezlo controllar

Tap en “Ready 10 inchlida” and then ollow the
Irednicions 1o asthvate tha keming moeda
irside the secondary controllers application.

Add Controllar

This option alows youl 10 &dd a secondary
conirollar b your Z-Wave retvwork.

Plgase make sura the comiraliorn you want 1o add
doeen't Raes any Z-Wave devices included 1ot

Wars to add am Exio Commopliar 7
Add Ezlo contrallar

Tap on *Ready 10 include” and then ollow the
Irestnuctiong 1o acthate Tha keming mode
ireEide the secondary controdler's application.



5. If the controller has encryption and
authorization supported

Connection security

Select connection security

Select the connection security. S2 Access - Comecton etwean the controllrs wil hve
selected by default. To add the controller ...

with the security connection you need to

generate the DSK code in the controller's pvanced optens

app or scan the QR code from the
controller's box. Then tap on "Scan QR
code” button

52 Access

To add the controller with security
connection you need to generate the DSK
code in the contreller's app or scan the GR
code from the contraller's box,

Scan QR Code
R

6. You can change the type of encryption. Enable toggle
you will see the list of all connection types available.

+ Access Control - Encryption connection
S2-Authenticated - Encryption connection
S2-Unauthenticated - Encryption connection
SO - Encryption connection

CSA - Client Side Authenticated



Once you selected the type of encryption tap

on the “"Scan QR code"

If the S2 Access is checked, by default all
options under Advanced are checked.

If the S2 Access is unchecked, all options under

Advanced are unchecked.

You are able to select whatever options you
want from the Advanced list.

On the box of the
controller, you should
find a QR code. You
need to scan the QR
code with your
phone's camera. Once
a QR code has been
scanned, the inclusion
process starts.

Scan QR code

QR code can be found on the box of your
contraler,

Enter DSK code manually

Advanced options

Access Control

52-Authenticated

To add the controller with security
connection you need to genenate the DSK
code in the controller's opp or scon the GR
code from the controller’s box

Scan OR code

Scan code

Scan QR code

QR code can be found on the box of your
device

Enter DSK code manually




7. If you were unable to scan the QR code,
you can add it manually.

Tap on the button Enter DSK code
manually on the Scan Code screen.

Enter the first five digits of DSK code
shown on the box of the controller.

8. If the controller has not encryption and
authorization supported you will see the
including controller process.

Enter DSK code

Enter the first 5 digits of DSK code shown on
the box of your devica.

Add Controller

O/

”~

/|

Including controller..

Make sure the controllar you want 1o include
doeesn't have any Z-Wave devices included 1o it
and keep both controllers near each others,




9. The controller is added to the system and
you will see the Set Up Device screen. To
continue, edit the name of the controller vt yurdeen,
(by default will be displayed as
“Controller"), assign it to a room, and click
“I'm done."

Enter DSK code

10. If the controller was added without
encryption you will see the warning _
. a Device added without encryption
message on the top of the Set Up Device o e

contact Customer Can

L4 Set up device

screen.

Device name

Smartthings hub




Remove Z-Wave controller from
Ezlo hub network

Devices QI +

By Room By Type Failed

No room

1. Go to devices from the menu.

ks Contraller

ﬁl Controller Siren

2. Select the controller you want to remove
and tap on it.

3. On the Controller settings screen tap on
the Delete button

14 Controller
Device name

| Controller

Assigned to Room
No Room

Z-Wave Settings
Scenes

Delete




4. On the confirmation pop-up tap Delete.

5. Go to a 3rd party app and activate
learning mode.

6. The controller will be removed from the list
of devices.

Delete controller

To delete this secondary contreller you need
to press the delete button and after that you

have 60 seconds to go in secondary
controller's settings and select disable learning
made.

Cancel




Remove Ezlo controller from another
Z-Wave controller's network

There are two ways to leave another
controller's network:

Option 1

1. Go to devices from the menu.

2. Select the controller.

3. On the Controller settings screen tap on

the Delete button

4. On the confirmation pop-up tap Delete.

4 Controller

Device name

Controller

Assigned to Room
No Room

Z-Wave Settings

Scenes

b4
Delete controller

If you delete the primary controller you'll need
1o disable learning mode button in settings to
exclude the Ezlo hub from the Z-wave network.




5. Go to the 3rd party app from which you
want to remove an Ezlo controller and
follow the instructions in that app. e

Tap on “Disable learning mode” button to
exclude this controller from the primary
cantroller.

4 Learning Mode

This action will remaove from this controller all Z-
Wave devices - you'll have to use the primary
controller to manage them.

Keep controller powered and near each others
during the exclusion process.

6. Inthe Vera app, tap on the Disable learning
mode button.

7. In the confirmation pop-up, tap Disable.

Disable learning mode?

You will leave current z-wawe network and
remove primary controller,

Cancel




Option 2

1. Go to the Settings screen from the side

menu.

2. From the Settings screen, tap on Learning

Mode.

vera

Emarler Home Conlral

Ezlohub
Client number 30000441

Dashbxoand

Scenes
Rooms

Ezlo VO™
Alerts

Lisers

Settingy

Wy Controllers

Legout

Settings

CONTROLLER

Net & Wi-fi

Energy monitoring
Unit Settings

Tech Support
Learning mode
Smart start devices
Z-Wave Settings
Naotifications

LUA Scripts

Battery

APPLICATION

PIN Codes

By Room

Bedroom

= Aeotec M

@ 41.0%

= Light Leve
@l 14, Dfux

= Temperal
€O 225°c

U Senso

Kitchen

= Fibaro W
Q a.0warr
Tedc & Laile

No room

o Amazon #




3. Toremove Ezlo hub from another
controller, tap on Enable Learning mode

< Learning mode

Learning mode

Tap on “Enable learning mode” button to add

Note: Keep the controller powered and near this hub as a secondary hub
others during the removing process. o o o e e ohers

Enable leaming mode

4. Go to a 3rd party app from which you
want to remove an Ezlo controller and
follow the instructions in that app.




Controller Reset

Push and hold the RESET button at least 5 sec (on Ezlo
Secure LED starts blinking RED), After that your Ezlo
controller will be reset to factory defaults.

? .
g 12v
5A

—0

Note: If this controller is the primary controller for your
network, resetting it will result in the nodes in your network
being orphaned and it will be necessary after the reset to
exclude and re-include all of the nodes in the network. If
this controller is being used as a secondary controller in the
network, use this procedure to reset this controller only in
the event that the network primary controller is missing or
otherwise inoperable

Reset to Factory Settings remove all the information about
added devices and reset Z-Wave chip (new Home ID, new
S0/S2 keys, remove all Z-Wave nodes), scenes created,
House modes settings, etc. The process is irreversible.



How to rediscover the device node

1. Go to the Devices screen and tap on the >
button to see the device options and tap
on the Z-Wave settings option

2. In General settings, select Rediscover
device and tap on it.

4 3 in 1 sensor (temperature)

Device name

Jim 1 sensor [temperature)

Assigned to Room
No Room

Scenes

Z-Wave settings.

4 Z-Wave settings

General

Reset to default settings

Al paramieters adocd manualy will be deked

Rediscover device

List of parameters

Z-Wawe parameters allow you to manually fine-tune
device settings and you can add a new parameter.

30 Alarm configuration - st slot
Syachionzed

35 Duration of alarm signalization

Synchionized

44 Power reports
Synchimndzed




3. On the rediscovery device screen tap on
the Rediscover button. The rediscovery
process will start.

4 Rediscover device

Status 'O

Synchroniped

Tap on "Rediscover” to check it new capabilities
are available, If we find new capabilities wel
automatically include them to the device,




You're now ready to enjoy smarter home control.

ezlo



